
CCPA Notice at Collection for California Employees, Applicants 

and Independent Contractors 

Penske Entertainment Corp. and its affiliates (individually or collectively, “Company,” “Us,” or 

“We”) respect your privacy and are committed to protecting it through our compliance with this 

policy.  

This policy describes the type of information we may collect from you or that you may provide, 

and our practices for collecting, using, maintaining, protecting, and disclosing that information.  

This policy applies to information we collect: 

• Through our recruitment portal; 

• From you via on-boarding; 

• Through our human resources information systems; or  

• In email, text, or other electronic messages between you and the Company 

This policy also applies to any sites that reference or otherwise link to this policy. 

Please read this policy carefully to understand our policies and practices regarding your 

information and how we will treat it. 

We collect and use information that is identifiable or directly related to you (“Personal 

Information”) for human resources, employment, benefits administration, health and safety, 

contracting, and business-related purposes and to be in legal compliance. Depending on your 

relationship with us (e.g. as an employee or a independent contractor), below are the categories 

of Personal Information we may collect and the purposes for which we intend to use this 

information: 

• Identifying information, such as your full name, gender, date of birth, and signature. 

• Demographic data, such as race, ethnic origin, marital status, disability, and veteran or 

military status. 

• Contact information, such as your home address, telephone numbers, email addresses, 

and emergency contact information. 

• Dependent's or other individual's information, such as their full name, address, date of 

birth, and Social Security numbers (SSN). 

• National identifiers, such as SSN, passport and visa information, and immigration status 

and documentation. 

• Educational and professional background, such as your work history, academic and 

professional qualifications, educational records, references, and interview notes. 

• Employment details, such as your job title, position, hire dates, compensation, 

performance and disciplinary records, and vacation and sick leave records. 

• Financial information, such as banking details, tax information, payroll information, 

and withholdings. 
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• Health and Safety information, such as health conditions (if relevant to your 

employment), job restrictions, workplace illness and injury information, and health 

insurance policy information. 

• Information Systems (IS) information, such as your search history, browsing history, 

login information, and IP addresses on the Company's information systems and networks. 

• Geolocation data, such as time and physical location related to use of an internet 

website, application, device, or physical access to a Company office location. 

• Sensory or surveillance information, such as COVID-19 related temperature checks 

and call monitoring and video surveillance. 

• Profile or summary about an applicant/employee's preferences, characteristics, attitudes, 

intelligence, abilities, and aptitudes. 

• Contract engagement details for independent contractors, such as your title, service 

dates, and amount of contract or engagement. 

The Company collects Personal Information to use or disclose as appropriate to: 

• Comply with all applicable laws and regulations. 

• Recruit and evaluate job applicants and candidates for employment. 

• Conduct background checks. 

• Evaluate independent contractors in deciding to engage in their services. 

• Manage your employment or independent contractor relationship with us, including for 

(if applicable): 

• onboarding processes; 

• timekeeping, payroll, and expense report administration; 

• employee benefits administration; 

• employee training and development requirements; 

• the creation, maintenance, and security of your online accounts; 

• reaching your emergency contacts when needed, such as when you are not reachable 

or are injured or ill; 

• workers' compensation claims management; 

• job performance, including goals and performance reviews, promotions, discipline, 

and termination; and 

• other human resources purposes. 

• Manage and monitor access to company facilities, equipment, and systems. 

• Conduct internal audits and workplace investigations. 

• Investigate and enforce compliance with and potential breaches of Company policies and 

procedures. 
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• Engage in corporate transactions requiring review of records, such as for evaluating 

potential mergers and acquisitions of the Company. 

• Maintain commercial insurance policies and coverages, including for workers' 

compensation and other liability insurance. 

• Perform workforce analytics, data analytics, and benchmarking. 

• Administer and maintain the Company's operations, including for safety purposes. 

• For client marketing purposes. 

• Exercise or defend the legal rights of the Company and its personnel, and affiliates, 

customers, contractors, and agents.  

If you have any questions about this Notice or need to access this Notice in an alternative format 

due to having a disability, please contact: 

Phone: 800-822-4639 

Email: INDYCARPrivacy@indycar.com (INDYCAR) or IMSPrivacy@brickyard.com 

(Indianapolis Motor Speedway) or IMSPPrivacy@imsptv.com (IMS Productions) 

 

Postal Address: 

 

Privacy Representative 

4790 W. 16th Street 

Indianapolis, Indiana 46222 

 

Sharing Personal Information 

We may share your personal information by disclosing it to a third party for a business purpose. 

We only make these business purpose disclosures under written contracts that describe the 

purposes, require the recipient to keep the personal information confidential, and prohibit using 

the disclosed information for any purpose except performing the contract. In the preceding 

twelve (12) months, Company has may have disclosed personal information for a business 

purpose, as set forth above.  

 

Your Rights and Choices  

The CCPA provides consumers (California residents) with specific rights regarding their 

personal information. This section describes your CCPA rights and explains how to exercise 

those rights. You will be afforded all rights to the extent required by and always in accordance 

with applicable law. 

Right to Know and Data Portability 

You have the right to request that we disclose certain information to you about our collection and 

use of your personal information over the past 12 months (the “right to know”). Once we receive 

your request and confirm your identity, we will disclose to you: 

• The categories of personal information we collected about you. 

mailto:INDYCARPrivacy@indycar.com
mailto:IMSPrivacy@brickyard.com
mailto:IMSPPrivacy@imsptv.com
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• The categories of sources for the personal information we collected about you. 

• Our business or commercial purpose for collecting or selling that personal information. 

• The categories of third parties with whom we share that personal information. 

• If we sold or disclosed your personal information for a business purpose, two separate 

lists disclosing: 

• sales, identifying the personal information categories that each category of recipient 

purchased; and  

• disclosures for a business purpose, identifying the personal information categories 

that each category of recipient obtained.  

• The specific pieces of personal information we collected about you (also called a data 

portability request). 

Right to Delete  

You have the right to request that we delete any of your personal information that we collected 

from you and retained, subject to certain exceptions (the “right to delete”). Once we receive your 

request and confirm your identity (see Exercising Your Rights to Know or Delete), we will 

review your request to see if an exception allowing us to retain the information applies. We may 

deny your deletion request if retaining the information is necessary for us to:  

1.   Take actions reasonably anticipated within the context of our ongoing employment 

relationship with you, for example, making payroll. 

2.   Detect security incidents, protect against malicious, deceptive, fraudulent, or illegal 

activity, or prosecute those responsible for such activities. 

3.   Exercise free speech, ensure the right of another consumer to exercise their free speech 

rights, or exercise another right provided for by law. 

4.   Comply with the California Electronic Communications Privacy Act (Cal. Penal Code § 

1546 et. seq.). 

5.   Enable solely internal uses that are reasonably aligned with consumer expectations based 

on your relationship with us. 

6.   Comply with a legal obligation. 

7.   Make other internal and lawful uses of that information that are compatible with the 

context in which you provided it. 

We will delete or deidentify personal information not subject to one of these exceptions from our 

records and will direct our service providers to take similar action.  

Exercising Your Rights to Know or Delete 

To exercise your rights to know or delete described above, please submit a request by contacting 

us at the information above.  

Only you, or someone legally authorized to act on your behalf, may make a request to know or 

delete related to your personal information.  
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You may only submit a request to know twice within a 12-month period. Your request to know 

or delete must: 

• Provide sufficient information that allows us to reasonably verify you are the person 

about whom we collected personal information or an authorized representative. 

• Describe your request with sufficient detail that allows us to properly understand, 

evaluate, and respond to it. 

We cannot respond to your request or provide you with personal information if we cannot verify 

your identity or authority to make the request and confirm the personal information relates to 

you.  

We will only use personal information provided in the request to verify the requestor’s identity 

or authority to make it.  

Response Timing and Format 

We will confirm receipt of your request within ten (10) business days. If you do not receive 

confirmation within the 10-day timeframe, please contact us at the information above. 

We endeavor to substantively respond to a verifiable consumer request within forty-five (45) 

days of its receipt. If we require more time (up to another 45 days), we will inform you of the 

reason and extension period in writing. 

Any disclosures we provide will only cover the 12-month period preceding our receipt of your 

request. The response we provide will also explain the reasons we cannot comply with a request, 

if applicable. For data portability requests, we will select a format to provide your personal 

information that is readily useable and should allow you to transmit the information from one 

entity to another entity without hindrance. 

We do not charge a fee to process or respond to your verifiable consumer request unless it is 

excessive, repetitive, or manifestly unfounded. If we determine that the request warrants a fee, 

we will tell you why we made that decision and provide you with a cost estimate before 

completing your request.  

Selling Your Information 

We do NOT sell your personal information. 

Non-Discrimination 

We will not discriminate against you for exercising any of your CCPA rights.  

 


